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Abstract of the contribution: This p-CR depicts and elaborates the call flows of PDU session modification via untrusted non-3GPP access.
1
Discussion
The PDU Session Modification procedure via untrusted non-3GPP access is similar to the procedure via 3GPP access as specified in sub-clause 4.3.3.2 of TS 23.502.
The main difference is that there may be the necessary IKEv2 signalling exchanges between thd N3IWF and the UE due to QoS update. If the N3IWF determines to modify the QoS profiles related to the Child SA according to the information received from SMF, the N3IWF issues IKEv2 signalling exchange with the UE. For example, INFOMATIONAL exchange for deleting related child SA and CREATE_CHILD_SA exchange for creating a new child SA may take place with the UE modifying the necessary QoS profiles related to the PDU Session.
2
Proposal

* * * * First Change * * * *
4.12.x
UE or network requested PDU session modification via Untrusted non-3GPP access
The UE or network requested PDU session modification procedure via untrusted non-3GPP access for non-roaming and roaming with local breakout scenario is depicted in figure 4.12.x-1.
Editor's note: The procedure for home-routed scenario is FFS.
e[image: image1]
Figure 4.12.x-1: UE or network requested PDU session modification via untrusted non-3GPP access (for non-roaming and roaming with local breakout)
1.
If the PDU session modification procedure is initiated by the UE, the UE shall send a PDU session modification request (PDU session ID) message which shall be sent to N3IWF via the established IPSec SA for NAS signalling. The N3IWF shall transparently forward the PDU session modification request to AMF/SMF.
2.
The steps 1b to 2 specified in clause 4.3.3.2 are executed according to the PDU session modification procedure over 3GPP access.
Steps 3 to 7 are not invoked when the PDU session modification requires only action at an UPF (e.g. gating).

3.
The SMF sends SM Request (N2 SM information (PDU Session ID), N1 SM Container (PDU Session Modification Command (PDU session ID))) message to the AMF. 

The N1 SM Container carries the PDU Session Modification Command that the AMF shall provide to the UE via N3IWF.

The N2 SM information carries information that the AMF shall provide to the N3IWF.
Editor’s note: Whether the UE may reject the NAS message is to be checked.
4.
The AMF sends N2 PDU Session Request (N2 SM information received from SMF, NAS message) Message to theN3IWF.
5.
The N3IWF may send the PDU Session Modification Command to UE and receive the response message from UE via existing IPSec SA for NAS signalling. The N3IWF may modify the necessary QoS profiles related to the PDU Session and may issue IKEv2 signalling exchange with the UE that is related with the information received from SMF according to the IKEv2 specification in RFC 7296 [3]. For example,N3IWF may send INFOMATIONAL Request for deleting related child SA. The N3IWF may send IKE_CREATE_CHILD_SA request to create a new child SA.
6.
The N3IWF acknowledges N2 PDU Session Request by sending a N2 PDU Session Request Ack (NAS message) Message to the AMF to acknowledge the success or failure of the request.
7.
The AMF sends the SM Request ACK to SMF.
8.
The steps 8a to 9 specified in clause 4.3.3.2 are executed according to the PDU session modification procedure over 3GPP access.
* * * * End of Change * * * *
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